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Awave is an IT and web agency with broad digital expertise, offering a large clientele of varying sizes and industries, digital solutions in web, e-
commerce and apps with related support services.

The services are provided by a certified quality and environmentally managed business with a data-aware and knowledgeable staff in an information 
and continuity safe operation.

Information security is a prerequisite for client and stakeholder satisfaction. Managing vulnerabilities, threats, risks, and their consequences is at the 
heart of our strategic planning.

The management system includes that Awave continuously:

evaluate vulnerabilities, risks and threats and their consequences systematically,
screen and train personnel, assess the risks in new assignments and new information assets,
monitor and control the data in our IT systems and security in our physical premises,
apply ownership and authorization responsibilities,
report, review, revise and improve system compliance.

Management, staff, and partners undertake and ensure to comply with this policy for information security, binding requirements and to work with 
continuous improvement.
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